D4.1: C4DM Data Management Policy (proposal)
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Introduction

Why manage research data?

Open Access
,
 and Reproducible Research
 are two concepts that are gaining importance in the research community. Increasingly, public research funders require that data produced in the course of the projects they fund be made publicly available. These changes aim mainly at increasing transparency, and at fostering reuse and repurposing of research data. Furthermore, many scientific journals now require that data supporting an article be publicly available, either through the journal’s own repository or elsewhere.

Benefits

There are also more personal reasons why researchers should make data management an integral part of their research practice, apart from the previously mentioned top-down requirements. In fact, it could be argued that good data management practices are essential for being a good researcher. As stated in Queen Mary’s “Guidelines on Good Practice in Research”
:

Researchers should keep clear and accurate records of the procedures followed and the approvals granted during the research process, including records kept of the interim results obtained as well as the results of the final outcomes. This is necessary not only as a means of demonstrating proper practice, but also in case questions are subsequently asked about either the conduct of the research or the results obtained. Researchers should be aware that the data generated is the property of the College. Data generated in the course of research should be kept securely in paper or electronic format, as appropriate (a minimum of 10 years is recommended).

Several personal benefits can derive from good research data management practice. For example:

· More effective research, meaning reduced risk of data duplication and effort

· Reduced risk of loss of important data

· Potentially more citations of papers (and citation of data itself) from data reuse

Regarding citations, research assessment is currently based on the number, quality and impact of articles in journals and conferences, and not published datasets. However, according to a recent publication
 by the Digital Curation Centre (DCC), “This is likely to change with evidence that making data related to an article publicly available correlates with higher citation rates, at least in fields that have built the necessary repositories, standards and collaborative culture.”

Furthermore, good data management is also beneficial for C4DM as a group.  In particular, possible short and long term benefits include:

· More continuity in research through internal data reuse

· Greater visibility by increased number of citations, contributing to more opportunities for collaboration and better recruitment

· Increased transparency of research results, leading to better reputation

· Faster and easier creation of teaching material

· Engagement with industry and the research community through data reuse

The extent of these benefits has been assessed using metrics that emerged from the JISC Managing Research Data Programme
.

Barriers to data publication

There are several barriers that prevent researchers from publishing their data. To give a few examples:

· The feeling of ownership (“I collected it; why should I share it?”)

· The need to spend time organizing and preparing the data for publication

· The feeling that data might be misinterpreted; the feeling that the “data is not good enough”

· The lack of technical (e.g. repository) and legal (confidentiality, copyrights) support from the institution

These barriers can be overcome by collaboration between all the parties involved (researchers, project managers, supervisors, repository administrators, IT services, C4DM, QMUL). Roles and responsibilities must be explicitly defined for this collaboration to take place efficiently. 

Costs

Apart from the benefits, there are of course costs involved in implementing a data management policy, in terms of both human and financial resources. These costs mainly include the initial setup of a data management system, and its sustainability, including maintenance, extensions, and user training and support. 

Glossary

A glossary of important terms related to data management is necessary to help the reader to better understand the remainder of this document.

Data

A reinterpretable representation of information in a formalized manner suitable for communication, interpretation, or processing. Examples of data include a sequence of bits, a table of numbers, the characters on a page, the recording of sounds made by a person speaking, or a moon rock specimen.

Data repository

A digital repository is a mechanism for managing and storing digital content. Repositories can be subject or institutional in their focus. Putting content into an institutional repository enables staff and institutions to manage and preserve it, and therefore derive maximum value from it. A repository can support research, learning, and administrative processes. Repositories use open standards to ensure that the content they contain is accessible in that it can be searched and retrieved for later use. The use of these agreed international standards allows mechanisms to be set up which import, export, identify, store and retrieve the digital content within the repository.

Depositor

A person who deposits data into a repository for long term preservation.

Metadata

Data about other data.

In a data repository, metadata is normally divided into three categories:

· Descriptive: information describing the content of the data

· Administrative: information used by the repository to manage the data (e.g. depositor’s name, date of deposit, format, version, licenses)

· Structural: information that describes the relations between different data objects in a repository.

Data management

Research data management concerns the organization of data, from its entry to the research cycle through to the dissemination and archiving of valuable results. It aims to ensure reliable verification of results, and permits new and innovative research built on existing information.

Data curation

Data curation is about ensuring that project results are fit to archive, and that valued research assets remain fit for reuse.

Data preservation

Data preservation is about ensuring that what is handed over to a repository or publisher remains fit for secondary use in the longer term (e.g. 10 years post-project).

Data confidentiality

Data confidentiality is a property of data, usually resulting from legislative measures, which prevents it from unauthorized disclosure.

Sensitive data

Sensitive data refers to information covering:

· The racial or ethnic origin of the Data Subject

· Political opinions

· Religious or other beliefs of a similar nature

· Membership of trade unions

· Physical or mental health or condition

· Sexual life

· The commission of any offense or criminal records

Sensitive data must be collected using an opt-in and should be carefully handled. Other classes of data that might be regarded as sensitive are data relating to children and financial information.

Intellectual Property Rights

The term “Intellectual property rights” refers to the assignment of property rights through patents, copyrights and trademarks. These property rights allow the holder to exercise a monopoly on the use of the item for a specified period. 

By restricting imitation and duplication, monopoly power is conferred, but the social costs of monopoly power may be offset by the social benefits of higher levels of creative activity encouraged by the monopoly earnings. 

C4DM Data Management System

The “Sustainable Management of Digital Music Research Data” project has developed, along with this document, a prototype Data Management System (C4DM-DMS) that aims to support and encourage researchers at C4DM to preserve their research data and share it with their colleagues and the wider research community.
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Currently, the system is based on the digital repository software DSpace
. The purpose of the repository is to store research datasets that have been curated in order to be usable by people other than the author/depositor. Note, however, that since the repository supports versioning, datasets do not have to be in a final, stable version in order to be accepted for publication.

The system supports two levels of data sharing: 

· Private data sharing: includes all datasets of interest for researchers at C4DM that the author/depositor does not want to make public, or that for different reasons cannot be publicly shared. The latter might include legally obtained copyrighted material (e.g. ripped audio CDs), or datasets acquired from other research groups under a non-disclosure license.

· Public data sharing: datasets meant to be openly shared with the research community. Normally, these would be datasets accompanying an experiment described in a publication, and  might be used to independently reproduce, verify, and compare the results, or to run a different experiment.

Access to the protected parts of the repository is regulated through authentication based on EECS – QMUL credentials, or a combination of username and password, after the new user has been accepted by the system administrators.

The use of the C4DM-DMS is regulated by the policies described in the remainder of this document. Different policies apply to the two sharing levels (usually more restrictive for the public data). A clear distinction is made whenever the policies differ.

General Policies

(To be superceded by QMUL policies when these are finalised.)

1. In order to comply with funders’ recent policies (e.g. EPSRC
), all new research proposals must include research data management plans or protocols that explicitly address data capture, management, integrity, confidentiality, retention, sharing and publication. 

2. The University/School/C4DM will provide training, support, advice and where appropriate guidelines and templates for research data management execution and planning. 

3. The University/School/C4DM will provide mechanisms and services for storage, backup, registration, deposit and retention of research data assets in support of current and future access, during and after completion of research projects.

4. Research data of future historical interest, and all research data that represent records  of the University/School/C4DM, including data that substantiate research findings, will be offered and assessed for deposit and retention in the University/School/C4DM repository. 

5. Any data that has been already published elsewhere, for example in an international data service, domain repository or website (e.g. Internet Archive
, Isophonics
, MIREX website
), should also be registered with the University/School/C4DM’s data repository.

6. Research data management plans must ensure that research data are available for access and re-use where appropriate and under appropriate safeguards.

7. The legitimate interests of the subjects of research data must be protected.

8. The rights to reuse or publish research data should be regulated using appropriate licenses. Research data should normally be openly available for re-use, unless restrictions (e.g. due to conditions of funding) apply.

Roles and responsibilities

C4DM is responsible for providing:

· Mechanisms and services for storage, backup, registration, deposit and retention of research data assets produced by C4DM researchers, in support of current and future access, during and after completion of research projects. (Under current plans, this responsibility is likely to pass to the College in the future.)

· Training, support, advice and where appropriate guidelines and templates for research data management, research data management plans, and use of the research data management system.

QMUL is responsible for providing:

· Legal advice and support on matters relating to copyrighted and confidential data.

Project managers (PI's, PhD supervisors) are responsible for:

· Having research data management plans in place for projects, in order to ensure that research data are available for access and re-use where appropriate and under appropriate safeguards. The legitimate interests of the subjects of research data must be protected.

Researchers (including research students) are responsible for:

· Complying with QMUL, C4DM, and specific funders’ data management policies.

· Participating in training and making use of all the available resources provided by C4DM and QMUL.

· Selecting the data appropriate for long-term preservation.

· Curating the data to ensure that it is fit for reuse in the long term.

· Depositing the data in the appropriate digital repository, including all the necessary descriptive metadata.

· Ensuring that any data that is retained elsewhere, for example in an international data service or domain repository, be either transferred, or at least registered, with the institutional/group repository.

· Making sure than all copyrights are respected, and confidential data is not published. In case of doubt, the researcher should seek legal advice on the matter.

Repository policies for the data management system at C4DM

This section covers specific policies referring to the C4DM data management system and guidance for compiling Data Management Plans.

Content coverage

Scope 

The C4DM-DMS can only be used to store and publish data related to research conducted at the Centre for Digital Music, Queen Mary, University of London. Any data published on the repository (both for private and public sharing) that is not considered appropriate by the administrators of the repository will be removed.

Kinds of research data

Any kind of research data that is included in the scope of the C4DM-DMS (see previous point) can be published and shared on the system, as long as it is adequately documented in the accompanying metadata (see metadata section for more information). Acceptable research data includes, but is not limited to:

· Data used in scientific experiments for which the results have or have not been published (e.g. audio recordings, MIDI files, musical scores)

· Models and simulations, including the model, its parameters, and the data generated as output (e.g. auditory models and the resulting auditory streams; output from music analysis algorithms)

· Data derived from processing of other data (e.g. automatically generated music transcriptions)

· Reference data (e.g. ground truth data manually annotated, original musical scores)

· Observations (e.g. recorded and transcribed interviews, field notes)

· Accompanying material to a scientific publication (e.g. figures, data resulting from statistical analysis)

· Other supplementary objects

Publications are not included in the scope of the repository, as it is expected that these will be placed in a dedicated publications repository (Publists), although references to publications related to data published on the repository are encouraged. Likewise software is expected to be published at SoundSoftware.ac.uk.

Status of research data

Datasets can be published at different stages of development:

· Raw/preliminary data (e.g. unprocessed audio recordings and videos)

· Used but not ready for publication (e.g. unsorted data used in a preliminary experiment)

· Ready for release (e.g. data that has been curated in order to make it reusable by other people)

Normally, only data that is ready for publication should be made available on the public part of the C4DM-DMS, and with all the necessary metadata (see the also the Metadata section). Data at other stages of development should be kept for private sharing only. Depositors of these early-stage data are nevertheless encouraged to attach as much metadata as possible.

Data file formats

Any data file format can be uploaded to the C4DM-DMS, as long as the content is included in the scope of the repository. If the format has a MIME type, this will be stored in the descriptive metadata.

Data file formats are either Supported or Unsupported. A supported format means for example that the descriptive metadata found in the header of the file can be automatically extracted and indexed by the repository. For certain supported file formats (e.g. audio, images, PDF), preview functionalities are also offered. Files in an Unsupported format will simply be stored in the repository: the depositor will have to edit all the metadata fields manually or using the appropriate batch processes.

Table 1: List of supported formats

	Format
	MIME type
	Metadata extraction
	Preview

	wav
	audio/x-wav
	Yes
	Yes

	
	
	
	


Volume and size limitations

There are in principle no volume or size limitations. However, in the case of particularly large files (e.g. video recordings), alternative solutions to the normal upload procedures should be discussed with the repository administrators.

Dataset versions

The C4DM-DMS supports versioning of datasets. (Note: at time of writing, this functionality is incomplete.) This means that datasets can be updated at any time with new material. Previous versions of datasets will be kept for the record, and be available for download. The most recent versions of the dataset will always be presented as the default version of the dataset, with the possibility to browse older versions. The system will automatically take care of naming conventions and generate a cover sheet with all the necessary information to keep track of which version of the dataset has been retrieved, including instructions on how to correctly cite the specific version of the dataset.

Metadata


Metadata is arguably the most important part of the submission into a repository, because it enables other people to find, understand, and reuse the dataset. It is important that all the basic descriptive metadata (Dublin Core simple metadata set) is attached to the relevant data files as early as possible, even before the dataset is to be submitted to the repository. This should ensure that the metadata is accurate, and will save time during the submission process.

C4DM’s metadata policies also comply with the EPSRC Policy Framework on Research Data
:

Research organizations will ensure that appropriately structured metadata describing the research data they hold is published (normally within 12 months of the data being generated) and made freely accessible on the internet; in each case the metadata must be sufficient to allow others to understand what research data exists, why, when and how it was generated, and how to access it. Where the research data referred to in the metadata is a digital object it is expected that the metadata will include use of a robust digital object. […]

Where access to the data is restricted the published metadata should also give the reason and summarize the conditions that must be satisfied for access to be granted. For example ‘commercially confidential’ data, in which a business organization has a legitimate interest, might be made available to others subject to a suitable legally enforceable non-disclosure agreement.

Metadata types and sources

Descriptive metadata

· Dublin Core simple metadata set (author, title, date of publication, etc.), which will be shared with other repositories. These metadata are compulsory: the dataset will not be accepted if they are missing.

· Methods used to create the data, references to publications describing these methods, and/or the software used to produce the data, possibly with links to the exact version, if available, on SoundSoftware.ac.uk.

· Domain-specific metadata, encoded in ad-hoc schemas, which might be implemented on a case-by-case basis, in order to accommodate the wide range of data types produced at C4DM. New metadata schemas might cover specific experiments/collections, or be suitable for wider purposes. Some domain specific metadata schemas, derived for example from the Music Ontology, are already available, and can be used to describe Supported file types (see Table 1). Only the repository administrators are allowed to create new metadata schemas. If you think that a new schema should be implemented and included in the system, please discuss with the administrators.   For useful advise, see the DDI (Data Documentation Initiative).

· Any other important descriptive information that does not fit into the built-in metadata schemas can be attached to the data as a serialized metadata file, saved in a standard format (e.g. XML)

It is the responsibility of the depositor to provide the repository with descriptive metadata. Descriptive metadata will be used for searching the repository, and it is thus in the interest of the depositor to provide as accurate metadata as possible. As already mentioned, it might be possible that for Supported formats some of the descriptive metadata can be automatically imported during the submission process, but the depositor will have to make sure that the imported metadata is correct and accurate.

Administrative metadata: technical information (e.g. deposit date, access rights, version number) that is automatically included by the repository. 

Structural metadata: this metadata is created by the repository software and used to manage links between objects.

Metadata collection

Basic Descriptive metadata:

· Manual ingestion: descriptive metadata can be typed in for each deposited item through the repository’s web interface

· Automatic ingestion for Supported file types: the basic descriptive metadata can be attached to the header of the file and automatically imported by the repository.

· Automatic ingestion from serialized metadata files: descriptive metadata can be imported from serialized metadata files (e.g. XML, CSV).

Other descriptive metadata:

· Manual ingestion: a text field for any additional descriptive metadata is available for manual entry.

· Attached serialized metadata files: if available, these files can be saved along with the data files and indexed for free text search.

Access to metadata

Anyone may have access to the metadata free of charge. This includes metadata for both the private (to be confirmed) and public sections of the repository.

In accordance with the EPSRC Policy Framework, since the data on the private part of the repository will not be available for download, the reasons for not publishing them, and the conditions for granting access to them must be clearly displayed. The repository will automatically include this information based on the information provided by the depositor. This also applies to data in the public part of the repository that have a particular license agreement.

Reuse of metadata

Descriptive metadata might be subject to a specific license, which must be clearly stated by the depositor during the deposit process.

Users are not allowed to use any metadata for commercial purposes, unless they have the written consent of the owner of the material.

Metadata will be made open to harvesting by repository search engines and other open repositories using the OAI-PMH protocol.

Submission of data

Eligible depositors

Only academics, researchers, research students, and staff at the Centre for Digital Music (C4DM), Queen Mary, University of London, are allowed to deposit material into the repository. To be able to deposit data, users should sign in using their EECS credentials.

On a case-by-case basis, permission to submit data to the repository might be granted to external depositors, for example to people from other institutions working on a project in collaboration with C4DM. External users will be asked to register with the system, and the administrator will have to approve the registration.

Ingestion process

The data ingestion process under DSpace follows a specified schema, defined in the system. In general, a dataset can be ingested in several different ways, for example through the web interface, the batch item importer, or using the SWORD protocol. These will create a “submission in progress” entry into the repository. At this point, a submission workflow is started, in which the metadata content is checked, and eventually licenses are added. There are two standard basic workflows, one for public data and one for private data (see following section for details). Depending on the type of data to be deposited, variations to the two workflows can also be created, see Appendix A or discuss this with the system administrator.

Once the dataset goes through the entire workflow (for example, it is approved by the designated person), the dataset is installed and archived, and officially appears on the repository.

Public data workflow

· Data quality requirements: the validity and authenticity of the content of submission is the responsibility of the depositor, and is not checked by the repository. The repository will not perform any kind of quality review (peer-review or other) prior to the publication of the data.

· Metadata quality requirements: the repository will automatically check, prior to publication, that all the mandatory metadata has been filled in by the depositor. The repository reserves the right to automatically add additional information to the data, such as administrative metadata, structural metadata, persistent digital object identifiers (handle.net), and apply predefined naming conventions to files.

· Rights and ownership: at the end of the ingestion workflow, the depositor will be asked to select a license under which to publish the data and metadata (e.g. Creative Commons, Data Commons, BSD). Observe that different licenses may apply to different objects in a dataset or collection. Based on the selected license, the data might be given restricted access. For example, copyrighted audio files might only be available to registered users within C4DM, while the metadata will be available for public consultation. A link to the location of the original recording might be added to the metadata. See IPR in Databases within the UK (McGeever 2007, DCC) for further advice.

· Repository terms and conditions: At the end of the ingestion process, the depositor will also be asked to accept the Repository Terms and Conditions, in which the responsibilities of both the repository and the depositor will be clearly stated.

· Embargo status: depending on the type of license chosen during the submission process, an automatic embargo period might be set up by the repository. The depositor will also be able to set up a specific embargo period. At the end of the embargo period the data will automatically be published for public access. During the embargo period, the basic Dublin Core descriptive metadata will be available for consultation. The date on which the embargo ends will also be clearly displayed.

· Confidentiality and disclosure: it is the responsibility of the depositor to ensure that confidential data is appropriately anonymised, and that all the required permissions have been granted prior to submission. See the Preservation of data section for more details on withdrawal of data that might infringe confidentiality laws. Questions regarding confidentiality should be referred to the Director of C4DM in the first instance.

Private data workflow

No restrictions are imposed on data deposited in the private repository, although common practice suggests that metadata should be as complete and descriptive as possible to facilitate the reuse of data. The Dublin Core simple metadata set remains compulsory. Copyrights should be clearly indicated, if known, to allow publication on the public repository at a later stage.

Access and reuse of data

Private Repository Data

Access to data objects

Data published on the private repository will only be accessible to academics, researchers, research students, and staff at the Centre for Digital Music (C4DM), Queen Mary, University of London.

Use and reuse of data objects

Unless this contradicts conditions of funding or supply of data, the right to reuse data published on the private repository will be granted, for research purposes, to registered users working at C4DM.

Public Repository Data

Access to data objects

Open Access is granted in principle to all data published on the public repository. In specific cases, when only metadata is freely available, data might be made available on request.

Use and reuse of data objects

The terms and conditions for reusing data are defined by the license attached to each dataset by the depositor at the time of publication. Normally this would involve the citation of the data source and/or associated journal or conference publications in any published work using the dataset.

Sharing data with other repositories

In addition to the automatic harvesting of metadata, the repository will support exporting datasets through standard protocols such as SWORD
. This is not an automatic process.

Cover sheet

An automatically generated cover sheet will be attached to any material retrieved, shared or exported from the C4DM repository. The cover sheet will contain a reference to the source repository (in case the material was found through a repository search engine or other source), and a summary of the descriptive metadata (i.e. the compulsory Dublin Core simple metadata set) and of the administrative metadata (i.e. date of deposit, version, license, and date of retrieval).

Data citation

Each entry in the repository is assigned a unique, persistent digital object identifier using the Handle System
. Instructions on how to correctly cite the data are provided in the Cover sheet.

Tracking users and use statistics

Anonymous usage data might be collected to produce usage statistics.

Preservation of data

Retention period

According to the EPSRC Policy Framework:

Research organisations will ensure that EPSRC-funded research data is securely preserved for a minimum of 10-years from the date that any researcher ‘privileged access’ period expires or, if others have accessed the data, from last date on which access to the data was requested by a third party; all reasonable steps will be take to ensure that publicly-funded data is not held in any jurisdiction where the available legal safeguards provide lower levels of protection than are available in the UK.

Once published, data will be retained indefinitely, unless otherwise specified by the depositor, but always in compliance with other policies in place.

File preservation and sustainability

All data files will be preserved in their original format. The files will not be automatically converted to other formats for sustainability purposes. Where appropriate (e.g. audio and video files, text documents), the repository will provide direct support for visualization, but there is no guarantee that this service will work in the future. It is the sole responsibility of the depositor to guarantee the compatibility and long-term usability of data. For this reason, it is advisable, when possible, to use Open standard formats, as opposed to proprietary formats.

Fixity and authenticity

The repository will ensure that the data files are preserved without modification. For this purpose, hashing functions such as CRC, MD5, and SHA1 will be offered for every downloaded file.

Withdrawal of data from the public repository

The C4DM public repository follows a “Publish everything, withdraw if necessary” policy when the copyrights of certain data are unclear or undefined. Requests for withdrawal of published material will be accepted and evaluated on a case-by-case basis. If data is withdrawn from the public repository, the data will remain available on the private repository, unless otherwise specified. The metadata will remain available on the public repository, together with a “tombstone” link describing the reasons for withdrawing it. 

Succession plans

Although the repository is meant to remain active indefinitely, reasons may arise for its closure. The administrators will make sure that all the data stored in the repository can be easily transferred to a different repository, for example by supporting standard repository data exchange protocols such as SWORD. Also, DSpace allows to export and clone entire repositories.

Appendix A: Use cases

Case 1: Data set connected to a publication (anyone)

Peter, a research student at C4DM, has submitted a paper to a journal. The paper describes an experimental setup in which he ran a listening test with a large number of subjects in order to verify a model he implemented. The results of the statistical analysis of the data collected from the listening test are also included in the paper. The reviewers indicated that, according to the journal’s policies, Peter has to make the data from the listening test and the model’s data openly accessible.

Using C4DM’s data management system, Peter creates a dataset (Collection) named after the paper’s title, adding all the basic metadata (author, date of creation, brief description), as well as a reference to the paper. Then he uploads through the web user interface the properly anonymised listening test results as Comma Separated Values (.csv), and includes a README.txt file describing how the data was collected, and what values are included. Peter chooses an appropriate license for this type of potentially sensitive data to automatically attach when the dataset is retrieved.

He also uploads the data files with the model’s settings. In the metadata for these files, he includes a link to the version of the software implementation of the model he used in the experiment, which is stored on code.soundsoftware.ac.uk. The system automatically creates a permanent link for the dataset using the Handle system, and automatically generates a citation to be used to refer to the dataset in publications.

Peter can embargo the data set until the paper is accepted and goes to press. Until that date, only the metadata will be available on the public repository. After the embargo expires, the complete dataset will be available for download.

When someone retrieves the dataset, all the data files are packaged in a zip file, and an automatically generated cover page is added with the basic metadata, references to the C4DM data repository, and the license.

Case 2: Data set obtained from another university under a non-disclosure agreement (Millionsongdatabase)

Mary, an RA at C4DM, is using a very large data set of audio files she obtained from another institution to run some MIR tasks. Since the audio files are copyrighted, she had to accept a non-disclosure agreement. This agreement covers all researchers at C4DM, and she knows her colleagues might also be interested in using the dataset. She has copied the data onto the c4dm-datasets virtual disk on landin, but she is not sure everyone knows about it. Besides, she wants to make sure that the non-disclosure agreement is clear to everyone. She has also collected some extra metadata about the dataset that she wants to publish.

Mary creates a dataset on C4DM’s data management system, where she adds the basic metadata about the dataset, including a reference to the original source, and the non-disclosure agreement. She then links the audio files on c4dm-datasets to the repository: in this way, the audio files remain on the file server, but they can all be accessed directly from the repository. Mary sets up the audio files to be only accessible by authorised users (i.e. C4DM members). She also uploads the additional metadata in RDF/XML. These additional files are set to be openly accessible, as the basic metadata.

Someone browsing the repository will be able to find out about the dataset and follow the reference to the original author. At the same time, he will be able to download the additional metadata uploaded by Mary.

Case 3: MIR ground truth data (BEATLES)

John is a lecturer at C4DM. He supervises several PhD students working on different aspects of MIR. To test their algorithms, these students use a large set of audio recordings made available by John. To create this data set, John purchased a collection of CDs and had an intern rip the tracks. In the process, ID3 tags were added containing information such as artist, album, track number and genre. All the files are available from the c4dm-datasets folder on landin, but they are uncategorized and difficult to explore. Along with the audio files, a number of manual annotations have been created to be used as ground-truth to test the algorithms.

In order to make the dataset more easily accessible, John creates a dataset on the C4DM data management system to store the dataset. The audio files remain on the file server, but the system automatically extracts all the available metadata information from the file headers and from the ID3 tags, and makes them searchable. Furthermore, John adds references to the original source of the track, and where they can be obtained (e.g. the CD’s catalogue number, or the link on the iTunes store). When new files are added to the folder on landin, the system automatically adds them to the dataset.

The basic metadata for the audio dataset are available for search and use on the public website as well: subsets of the dataset can be created by searching for certain terms. The audio files can only be retrieved from the repository by authorised users, but anyone can follow the links to obtain the metadata describing the CD from which the tracks were ripped.

A separate dataset is also created for the annotations, and links are made to the audio files dataset. The annotations dataset is completely Open Access.

Information is provided on how to cite the dataset in a publication, in case it is reused by other researchers.

Case 4: Collaborative project among different institutions (JOSH)

Tim, a lecturer at C4DM, is the coordinator of a project involving several research centres in the UK interested in digital audio. The aim of the project is to create a large database of multi-track audio recordings on which to run various experiments. These tracks might be commercial, free for non-commercial use, or home recorded.

Tim creates a dataset entry in the C4DM data management system for the database. He also creates user accounts for all the partners involved in the project, so that they can deposit files through the web interface.

Apart from basic descriptive metadata, which can be automatically imported if available, or typed in via the user interface, the depositors are encouraged to attach as much additional metadata as they can in order to make the dataset easily searchable. This can be done by attaching serialised metadata files (XML) or by typing keywords. The database is easily searchable via tags or free text, and subsets can easily be downloaded as a .zip archive.

A different license can also be chosen for each recording, so that the copyrighted material is available only to authorised users, while the rest can be retrieved by anyone.
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